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Defend the Nation from  
Cyber Threats
There is perhaps no greater threat  to our economic and national 
security than persistent agile cyber threats by capable adversaries. Staying 
one step ahead of cyberattacks requires accountability, responsibility and 
resources from broadband providers, government and all sectors of our 
economy. A connected candidate encourages public-private partnerships 
to protect networks and insists that all parts of America’s critical industries 
step up and become part of the solution. 
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WHAT’S NEXT  Ensure our federal, state and local governments are resourced to  
combat cyber threats while encouraging public-private partnerships. 

U.S. CEOs identified 
cybersecurity as  
THE #1 threat to their  
bottom lines in 2020.2 

CYBER THREATS 53%

POLITICAL UNCERTAINTY 41%

TRADE CONFLICTS 41%

2020 Pricewaterhouse Coopers Global CEO Survey
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5 MINUTES
Average time between a device 
being connected to the internet and 
probed for a cyber attack.3

>50% of	all	global	data	breaches	
will	occur	in	the	U.S.	by	2023.4	


